File Security System using Finger print authentication
File security is an important part in any organization. Conventional security measures may insufficient when it needs higher security.  This system provides higher file security using biometric authentication. Fingerprint authentication is one of many biometric forms of human identification. It describes the process of obtaining a digital representation of a fingerprint and comparing it to a stored digital version of a fingerprint. These digital fingerprint templates can be stored in databases and used in place of traditional passwords for secure access. Instead of typing a password, users place a finger on an electronic scanner. The scanner, or reader, compares the live fingerprint to the fingerprint template stored in a database to determine the identity and validity of the person requesting access. 
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